
Rolesville High School Bring Your Own Device Policy 
1. Student takes full responsibility for his or her device. The school is not 

responsible for the security and safety of the student-owned device. 

2. The device must be in silent mode while on the school campus and while riding a 
school bus. 

3. The device may not be used to commit academic dishonesty on assignments or 
tests or for non-instructional purposes. 

4. Students are expected to respect and protect the privacy of others and are not 
permitted to capture, transmit, or post photographs/videos of any person on 
campus or in attendance of any event to individuals, public or social networking 
sites unless directed by school staff. 

5. Students are not to use devices at school for personal texting or personal email. 

6. Students must utilize the WCPSS issued email account and access only content 
on the device or internet sites which are relevant to the curriculum. 

7. Students must comply with teacher requests to shut down the device. Teachers 
will not touch the device but absolutely reserve the right to ask students to shut 
off the device. 

8. Students acknowledge that the school’s network filters will be applied to one’s 
connection to the internet.  The student will not attempt to bypass them. 

9. Any attempt by the student to bring on the premises or infect the network with a 
virus, Trojan, or program designed to damage, alter, destroy, or provide access to 
unauthorized data or information is in violation of the AUP policy and will result in 
disciplinary actions. 

10. Processing or accessing information on school property related to “hacking,” 
altering, or bypassing network security policies is in violation of the AUP policy 
and will result in disciplinary actions.  

11. Printing from personal devices will not be possible at school. 

12. Administration reserves the right to collect and examine any device if the 
situation warrants. 


